|  |  |  |  |
| --- | --- | --- | --- |
| Test Case No. | Test Case Name | SRS no | Asset |
| REQ-STC-001 | The Application shall support the use of anti-malware mechanism | 2.17.6 | Tablet |
| REQ-STC-002 | The Application shall have logs of tablet application and firmware (SmartMedic devices). | 2.23.1 |  |
| REQ-STC-003 | The Application shall provide secure tunnel Communications channel | 2.17.2 | Tablet  SM Device  NSA |
| REQ-STC-004 | The Application shall provide facility of audit logs for storing the user activity details. | 2.23.2 |  |
| REQ-STC-005 | Only Stryker made/ authenticated devices should be able to communicate with SM device and tablet. | 2.17.8 | Tablet  SM Device |
| REQ-STC-006 | The application shall be allowed to upgrade the tablet application. | 2.1.7.2 | Admin |
| REQ-STC-007 | Never create/use credentials with personal details such as date of birth, spouse, or child’s or pet’s name | 2.1.2.4 |  |
| REQ-STC-008 | The Application shall establish technical controls to mitigate the potential for compromise to the integrity and confidentiality of health data stored on the product or removable media  Since admin application shall be hosted as an independent azure web app and it shall have no open ports until there is explicit requirement. | 2.17.4 |  |
| REQ-STC-009 | Application shall have the User Management Screen to configure and manage the users as per the roles. | 2.25.1 | Admin |
| REQ-STC-010 | If the Hospital Code is valid, then on pressing the PROCEED button, the application shall be validated by the invisible captcha | 2.1.2.2 |  |
| REQ-STC-011 | The Application shall be validated by using invisible captcha during login. | 2.1.2.6 | NSA |
| REQ-STC-012 | Invalid login creds, only 3 attempts left. | 2.1.2.1.1 | Admin  NSA |
| REQ-STC-013 | Invalid hospital code, only 3 attempts left. | 2.1.2.1.1 |  |
| REQ-STC-014 | Audit logs | 2.23.2 |  |
| REQ-STC-015 | The Application shall have the ‘Remember me’ feature for login credentials and all the data which we shall store inside local storage shall be encrypted. | 2.1.2.3 |  |
| REQ-STC-016 | System shall store patient id in anonymized fashion. | 2.13.2 | Admin |
| REQ-STC-017 | Error msg: Something went wrong with API operation try again / contact API admin. | 2.1.7.1.1  2.1.4.1.1 | Admin  NSA |
| REQ-STC-018 | Application shall use APIs to communicate between browser application and the backend. | 2.8.1 |  |
| REQ-STC-019 | The application shall allow to assign and edit patient reference ID to patient. | 2.1.6.21 |  |
| REQ-STC-020 | Generic messages should be displayed upon validation of credentials to mitigate the risk of account harvesting and enumeration. | 2.17.3 |  |
| REQ-STC-021 | Weight and patient data in the database shall be available upto 6 months. | 2.23.1 | NSA |
| REQ-STC-022 | User shall find the overall system flow in the User Manual document. | 2.7.1 | NSA |
| REQ-STC-023 | The application will be used by the Stryker Installation and service teams. | 2.3.2 | Admin |